How do | resolve the error 'Application Blocked by Java
Security' working with jnlp?

If you are deploying your application through Java Web Start with a .jnlp file, you might see this
error. This is caused by the launch of an untrusted application. Java doesn’t allow users to run
applications that are not signed, are self-signed, or missing permission attributes.

To resolve the problem, you should add the URL of the JNLP file to the exception site list. Do this
by going to the Java control panel (put “configure Java” in the search panel to access the Java
control panel), click on the Security tab, then Edit Site List.
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@ Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list
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Only Java applications identified by a certificate from a trusted authority are allowed to run,
and only if the certificate can be verified as not revoked.
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Java applications identified by a certificate from a trusted authority are allowed to run, even
if the revocation status of the certificate cannot be verified.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the te
security prompts.
Edit Site List...
Restore Security Prompts Manage Certificates. ..
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This will allow your application to run with some warnings. You should consider replacing the
jnlp with the thin client — downloading an .istc file after thin client is installed on the client
machine. You can also use WebClient for a completely Web-based environment. Contact support
or your account manager for more information.
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